
 

Appendix S: NATIONAL SUPPLY CHAIN SECURITY 

The Public Safety and Homeland Security Bureau (PSHSB) of the Federal Communications Commission (FCC) have 

designated: 

1. Huawei Technologies Vendor 

2. ZTE Corporation 

3. Hytera Communications Corporation 

4. Hangzhou Hikvision Digital Technology Vendor 

5. Dahua Technology Vendor 

6. AO Kaspersky Lab 

7. China Mobile International USA Inc 

8. China Telecom (Americas) Corp 

9. Pacific Networks Corp 

10. ComNet (USA) LLC 

11. China Unicom (Americas) Operations Limited 

12. Kaspersky Lab, Inc 

and their affiliates and subsidiaries, as companies that pose a national security threat to the integrity of 

communications networks. 

Vendors are not permitted to include any product (hardware, software or service) the PSHSB/FCC has designated 

as an ineligible Vendor.  

Online Reference: https://www.fcc.gov/supplychain/coveredlist 

NOTE: Vendors must notify the USETPA of any changes in their product lines based on any changes in the list that 

is posted by the PSHSB / FCC. 

NOTE: The Supply Chain First Report and Order (DA 19-121) prohibits the use of the Universal Service Fund (USF) 

support to purchase, obtain, maintain, improve, modify, or otherwise support any equipment or services produced 

or provided by companies that pose a national security threat to the integrity of communications networks or the 

communications supply chain. 

Signature:  Dated:  

Printed Name:  Vendor:  

Position/Title:  
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